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# 项目背景

# 项目内容

## 图像水印攻击数据库的构建

要构建图像水印攻击数据库，我们首先要对目标图片集进行图像水印攻击处理，在本项目中我们决定使用Stirmark作为水印攻击测试软件。

Stirmark可以从多方面测试水印算法的鲁棒性，用于测试的攻击手段包括线性滤波、非线性滤波、剪切/拼接攻击、同步性破坏攻击等。许多公开发表的数字水印方面的论文都以Stirmark的攻击结果作为衡量水印算法好坏的标准。

要得到经过水印攻击处理的图片要进行以下几步操作：

1. 将原图片放入Stirmark中的Media\Input文件夹下；
2. 修改Stirmark软件中的SMBsettings.ini文件，将攻击方式设置为Test\_AddNoise、Test\_JPEG、Test\_MedianCut、Test\_ConvFilter；
3. 运行StirMark Benchmark.exe文件，开始对原图片进行图像水印攻击，攻击后的图片保存在Media\Output文件夹下。

进行上述操作后，我们就可以得到经过水印攻击处理的图片。

但是在使用Stirmark的过程中我们却遇到了不小的问题。当Stirmark一次处理的图片数量很大时，处理的速度会越来越慢，同时软件本身非常容易崩溃，而我们有数十万张图片需要进行四种不同的图像水印攻击，如果这个问题得不到解决我们建立受攻击数据库的效率就会非常低下。为了解决这个问题，我们仔细研究了Stirmark软件的崩溃日志并进行了大量的黑盒测试，发现了Stirmark处理速度下降的原因和发生崩溃的规律：前三种水印攻击方式的处理速度非常快，而第四种攻击方式的处理速度非常慢，从而拖慢了程序整体的速度；一次处理中的图片编号位数的变动会导致了崩溃。发现了问题的根源，我们决定采用分批分类的方法来对图片集进行水印攻击处理，而结果也符合我们预期，软件的处理速度有了大幅的提高，崩溃率也有了大幅的下降。

经过Stirmark的水印攻击处理，我们成功得到了数十万张经过水印攻击的、符合我们需要的图片，在将图片全部上传后，我们就构建出了后续用来训练和测试的图像水印攻击数据库。

## tfrecord数据集的制作

## 神经网络结构的选择及调参、优化

# 总结与展望